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Business Continuity Management
The best thing you can do for your business is to be ready for anything.

According to The Gartner Group, the goal for companies and organisations with no tolerance for downtime is to achieve a state of business continuity, where critical systems and networks are continuously available, no matter what happens, and the human capital is protected.

Business continuity encompasses numerous areas; namely, protection against:

· natural disasters 

· acts of terrorism 

· equipment breakdown 

· technical glitches or failures 

· power outages 

· human error 

· industrial relations problems

Gartner Dataquest research sheds light on who or what's to blame for application downtime: On average, 40 percent of downtime is caused by application failures such as performance issues or "bugs," 40 percent by operator error, and approximately 20 percent by system or environmental failures. About 60 percent of these system or environmental segment failures are caused by hardware problems. Overall, less than 5 percent of application downtime results from disasters.

So why does 5 percent get so much attention?

Business continuity used to be a worry mainly of government and health services, regulated utilities, and the financial industry. But in today's global neighbourhood, it's relevant to everyone, especially regulated industry and e-business.

What's more, continual growth in e-commerce, integrated supply chain management between enterprises, and the increasing dependence upon IT systems further accelerates the need for continuity services.

According to Gartner, business continuity plans include:

· Disaster recovery: to recover mission-critical technology and applications at an alternate site 

· Business resumption: to continue mission-critical functions at the production site through work-arounds until the application is restored 

· Business recovery: to recover mission-critical business processes at an alternate site-also called "workspace recovery" 

· Contingency: to manage an external event that has far-reaching impact on the business.
Business Continuity Management (BCM) planning focuses on assuring continuous business processes and is a major factor in an organization's survival during and after a disruption. Companies that don't have good business continuity plans often fail to survive a business disruption.  Good continuity planning can make the difference - and in the long run make you more profitable.

Total IT spending on continuity services has consistently been a fraction of what the demand should be, considering the technological build-up that has been ongoing during the last decade. Various estimates hold that IT shops should budget 2 to 8% of an enterprise's total annual IT budget for adequate planning. This estimate does not factor in the wide scale and variation of IT deployments that require continuity consulting.
