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Abstract

A disastrous event, whether man-made or an act of nature, can significantly disrupt the security and viability of a company.  The decisions reached, and the actions taken, during the first few hours of recovery can spell the difference between a successful business resumption, and a long-term adverse impact for a company.

This session describes the eight key steps that must be followed to ensure continuous business operation during and after a disaster.  Referred to as the eight Rs of business continuity, these steps are presented by an experienced expert who has directed several of these types of recoveries from the front lines.

Security systems are sometimes overlooked when planning for the recovery from a  disaster because so much emphasis is focused on the recovery of hardware, software, and employee facilities.  This session will include information on how security issues, both logical and physical, can be identified early on, addressed during the planning phases, and tested during recovery exercises. 

Highlighted with numerous real-life examples from a variety of experiences, the presentation covers the fundamentals of developing an effective business continuity program; the design and execution of a successful disaster recovery plan; and many of the techniques to employ along with some of the pitfalls to avoid when planning for an unscheduled event.  Whether you are a relative newcomer to the world of business continuity, or a seasoned veteran of the contingency planning wars, you will find this session informative, entertaining, and very much worth your time.

